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Extensive network monitoring between NAFI, DISA, DFAS and the various end-user networks began in early January.  These network monitoring activities revealed that the network was a contributing factor causing sluggish NAFI application response time and application inaccessibility issues users might experience.  





As a result, daily monitoring activities have been extended and any updates or outages are communicated to all interested parties.  ��In the month of April, the following network related issues that may have affected end-users of the NAFI application were confirmed.  





April 9th �At 10:15am through COB, Smartlink was down for commercial side usage but remained available for any Navy users who were already on Smartlink.  


April 20th �At 7:00am through 8:45am, There was a failed network switch at Indian Head. 


�April 26th �At 10:30pm through 6:30am, A Line Protocol was down due to a network device at Indian Head.��No additional network or Smartlink related outages were reported and confirmed through the end of April 2001.























The NAFI system already is used a lot, and it’s being used more and more each day.  Since January 2000, NAFI usage has grown to more than 700%!  


Much of this growth occurred through the end of FY00, and was probably associated with both DFAS and Contracting Activity "ramp-up" and overall familiarization with the system.  Even though the growth has started to slow a little bit, we can still expect to see continued increased usage.  


In consideration of future growth, NAFI will undergo third-party performance testing.  Although many performance improvement measures were already implemented as part of NAFI’s ongoing operations and maintenance activities, this independent stress testing is being utilized to identify NAFI’s capabilities for usage, and any potential bottlenecks that may not have been caught in the internal testing environment.  


How it’s done�These tests will not affect the NAFI production environment.  They are conducted in an identical external environment.  Test scripts, consisting of realistic user actions with actual data, are created and loaded into a software testing program.  





Objective�This testing program is used to “load stress” or place various levels of user loads on the application.  The results from load testing are used to identify any areas for potential improvement.  The application will be tested for 300% more users than it has ever had, which is 500% more than the average usage.   


These tests will be performed in the late May, early June timeframe.
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�New Toll Free #1-800


Support Number anticipated launch by July 1, 2001





Special Interest Articles:





•	� HYPERLINK  \l "_Network_/_Smartlink" ��Network/Smartlink�





•	� HYPERLINK  \l "_NAFI_Security_Test" ��NAFI ST&E Results�





•	�HYPERLINK  \l "_NAFI_Mail_Distribution"��NAFI Mail Systems�





•	�HYPERLINK  \l "_UPDATE:_Duplicate_Files"��Update: Duplicate Files�





•	Review: �“Lessons Learned”
































NAFI To Be Tested For Future Growth
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Network / Smartlink Problems
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NAFI User Support - 703.601.0239 or 703.601.0247








For a short period, some people were not receiving their NAFI emails and a backlog was created on the NAFI mail servers.  This resulted from increased security on military mail servers.  


The sender’s email address now has to look like an actual email address from a domain name like nafi.navy.mil.  A sender name such as “NAFI _Interfaces” is rejected by receiving mail servers.  


Email addresses have to be reverse authenticated to an approved domain.  


What we have done


To eliminate the mail delivery obstacles:


All sender email addresses coded in full form 


NAFI IP addresses authenticated


All Non-deliverable mail immediately addressed by NAFI System Administration


After implementation, almost all non-deliverable mail now occurs as a result of minor spelling errors and outdated email addresses.  The non-deliverable email is reviewed and sent back to the sender with comments explaining why the email was rejected.  


What we are doing 


When an email notification is sent from the NAFI application, it is sent on a one-way route to the recipient.  Emails that do not reach their intended recipients are sent to a NAFI System Administrator for review. 


On daily basis, NAFI System Administration will receive and forward anywhere from 15 to 50 emails a day.   


Help us help you


If you receive an NDR email, please review your work and update your distribution lists if applicable. 


Also, if your group’s mail server will be changing its default address, please let NAFI Support know as soon as possible.  An example of this situation would be if � HYPERLINK "mailto:Jane.Doe@Navsea.navy.mil" ��Jane.Doe@Navsea.navy.mil� knew that the new email address for her group’s mail server would be changing to @Navsea.sub.navy.mil.  When these types of changes are made, NAFI Support can have the database server updated to reflect the changes for the group.  NAFI Support usually will not make changes to your individual account.  


Take me off the list


Some users have requested to be removed from additional NAFI emails.   NAFI Support cannot do this because the emails you receive are either required by system design, or from another NAFI user sending you a contract distribution notification.











��Occurs when document type not added as a NAFI default











�NAFI email distribution lists are not an elective option - they are a system design requirement
























































Recent User Support Calls Origination








About NAFI








Future IPT Dates
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Source: Help Desk Call Reports
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Last month the Duplicate Files Issue was covered.  In summary, DFAS voiced a concern that duplicate files were being uploaded into the NAFI with the same file index. Therefore, when DFAS was searching on a contract to pay a vendor via DoDEDA, pay clerks did not know which contract file to choose for payment. 


To remedy this situation, the NAFI team designed and developed a new functionality that will prevent the possibility of uploading duplicate files with the same name. 


On April 2nd, this update was released in the NAFI application system.  The new feature has already trapped and denied uploads of 1,626 duplicate files in the month of April.  


New type of duplicate


On another note, DFAS has also identified a different duplicate file situation where the same contract may be uploaded under different file names.  It seems that some users are still uploading duplicates, but in order to get around NAFI edits preventing this, the users  are simply changing the file name/description during upload.  This is not proper use of the NAFI file index system and will cause confusion for DFAS pay clerks. If you experience difficulties while attempting to upload or inactivate a previously uploaded contract, please contact User Support for assistance.  Do not upload the file under a different name.  


Duplicate files are sometime FTP’d to NAFI  without the sites knowledge as part of NAFI Interfaces.  If you are responsible for this task at your Activity, please refer to the current article “Review Lessons Learned” and last months article for further details how to prevent this duplicate file scenario for occurring.























NAFI Security Test Evaluation Results 

















The Department of the Navy and Air Force Interface (NAFI) to the Department of Defense Electronic Document Access (DoDEDA) exists to provide immediate worldwide access to awarded procurement instruments. The application is designed to make better use of an organization's human and monetary resources by providing quick access to awarded documents and by eliminating the need for issuing activities to continually create and distribute paper copies of awarded documents. 
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NAFI received overall positive results from the recent Security Test Evaluation.  The review  team made five suggestions that will be implemented by June 2001.





This testing is a part of the DoD Information Technology Security Certification and Accreditation Process (DITSCAP).  It requires analysis of a system's computer infrastructure and business functions to ensure compliance with national, DoD, and Agency security requirements.  





Under the requirements, NAFI is considered a Level 2 application.  There are four possible categories of certification ranging from Level 1 to Level 4.  





Level 1 - Basic Security Review


Level 2 - Required Minimum Analysis


Level 3 - Required Detailed Analysis


Level 4 - Required Comprehensive Analysis





Levels are determined by the value of information and the potential impacts of a loss on Department of Defense missions.  





The DITSCAP establishes a standard process and management structure to certify a system will maintain the data and security bearing of the Defense Information Infrastructure. For NAFI, this test is used to monitor any changes or  determine if reaccredidation is necessary.











The “Blue Screen” 








The “Blue Screen” occurs when a user tries to view a file other than one of the common file types that NAFI was programmed to display.  You can still view the file even when you get a “Blue Screen” by going back to the link:





Right-click the file link and choose “Save-As’, then save the file to your computer and open it from there.


Call User Support and request the type of file you want to view be added to NAFI as a default file type.











UPDATE: Duplicate Files 








�Duplicate Files �Trapped in April:





1,626














Passive Mode FTP


Verify Files Sent


Clear FTP �       Directory























Last month’s issue discussed Automated Interfaces.  NAFI support discovered they were not receiving files sites thought were successfully sent.  It was discovered that sites experiencing difficulty sending Interface Files were not invoking the Passive Mode of FTP, which allows a connection to be established.   If sending files via FTP for the Automated Interface with NAFI, we strongly recommend that the FTP script or tool should be set in the Passive Mode.


Also if a network problem arises anywhere in the transmission process, it can cause a failed FTP or partial transmission.   Sites might run FTP once a day, but do not always verify for success.  It is strongly recommended that the automated FTP script verify the number of files planned and those actually transmitted.  Any failed files must be sent in another batch.


Finally, it was reveled that sites don’t always archive and clearing their FTP directories.  The result is that duplicate files are sent.  Please be sure all old files are removed before running Interfaces.











Page 3 of 4











NAFI Mail Distribution Systems 








�Navy Air Force Interface








www.nafi.navy.mil





2211 South Clark Pl


Crystal Park Five


Room 480


Arlington, VA 22242





NAFI Support


703.601.0239


703.601.0247





E-Mail:


  � HYPERLINK "mailto:eda.support@peoarbs.navy.mil" ��eda.support@peoarbs.navy.mil�























�To view the file, �Right-click the link, and select “File Save-As”
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Review “Lessons Learned”





Overall positive ST&E Results 


�5 Recommendations

















� EMBED Word.Picture.8  ���





� 93% �of email errors are due to a misspelled email address or outdated email account
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No IPT Meeting in June       		Thursday, August 2nd, 9:00-11:00am       �Thursday, July 5th, 1:30-3:00pm     	Thursday, September 6th, 9:00-11:00am��All are welcome.  Meetings are held in Crystal City (Arlington), Virginia. Please contact NAFI Support for directions.




































































































































































































































































Load stress the application in a simulated environment
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